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Stappenplan bij datalekken op hoofdlijnen
1. Informeer de persoon binnen uw organisatie die verantwoordelijk is voor privacy/gegevensbescherming (bijvoorbeeld: de Functionaris Gegevensbescherming) over wat er is gebeurd. 
2. Bepaal of er maatregelen zijn die u meteen kunt nemen om het datalek te beëindigen of te beperken (bijvoorbeeld: kan er een uittreksel van de akte worden ingeschreven in de openbare registers van het Kadaster?).
3. Maak een inschatting van het (mogelijke) risico voor de betrokkenen. Bij het inschatten van het risico kijkt u naar hoe waarschijnlijk het is dat een risico zich voordoet. En wat de impact is als het inderdaad gebeurt (bijvoorbeeld: het risico is dat de aard en het nummer van een identiteitsdocument wordt gebruikt voor identiteitsfraude). Tips over hoe u een risico moet beoordelen, vindt u op de website van de Autoriteit Persoonsgegevens (AP).
4. Bepaal of u het datalek verplicht moet melden aan de AP. U moet een datalek binnen 72 uur melden aan de AP, ténzij het niet waarschijnlijk is dat er een risico is voor de betrokken persoon. De betrokken personen informeert u alleen als er sprake is van een hoog risico. 
5. Registreer het datalek in uw datalekregister. Ook wanneer u het datalek niet meldt aan de AP.
Meer informatie over het onderwerp datalekken en meldplicht datalekken is te vinden op de website van de AP. Op deze website staan ook verdere contactgegevens voor het doen van een melding.
Op NotarisNet kunt u meer informatie over de Algemene Verordening Gegevensbescherming terugvinden.

Dit stappenplan hoort bij het nieuwsbericht van 14-12-2022 Aard en nummer id-document toch opgenomen in een akte: wat nu?
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