Handleiding verwijderen oude kantoorcertificaat

Onderstaande beschrijving is voor gebruikers met enige kennis van werkplekbeheer. Als u
dit niet heeft laat het dan door uw systeembeheerder uitvoeren.

Verwijderen via Chrome

e Open deinternetbrowser Chrome

e Kilik op de drie puntjes recht bovenin.

e Kies in het menu voor'Instellingen'.

e Scroll helemaal naar beneden en klik op 'Geavanceerd'.
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e Onder het blokje 'Privacy en beveiliging' klik je op 'Beveiliging'.

Privacy en beveiliging

— Browsegegevens wissen
Geschiedenis, cookies, cache en meer wissen

Cookies en andere sitegegevens

]
& Cockies zijn toegestaan
;’ Beveiliging ,
Safe Browsing (bescherming tegen gevaarlijke sites) en andere beveiligingsinstellingen

Site-instellingen
Beheert welke informatie sites mogen gebruiken en weergeven (locatie, camera, pop-ups en »
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o Onderin zie je 'Certificaten beheren' staan.

Geavanceerd

Beveiligde DNS gebruiken
Deze instelling is uitgeschakeld in beheerde browsers

Certificaten beheren 07
HTTPS/SSL-certificaten en -instellingen beheren
Het Google-programma ‘Geavanceerde beveiliging’ 2

Beschermt de persoonlijke Google-accounts van iedereen die risico loopt op gerichte aanvallen

e Selecteer het KNB kantoorcertificaat met daarin Verleend door “Globalsign
PersonalSign 2 CA”. Kies verwijderen.
LET OP: dat u niet het nieuwe certificaat verwijdert, deze herkent u aan de naam
“GlobalSign GCC R3 PersonalSign 2 CA”
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Verleend aan Verleend door Verloope
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Verwijderen via Internet Explorer 11

e Open deinternetbrowser Internet Explorer 11
o Kilik rechtsboven in op het tandwieltje
o Kies in het menu voor "Internetopties”

X

e Je krijgt nuonderstaande scherm te zien "Internetopties"
Kies voortabblad "Inhoud".

e Druk op de knop "Certificaten"



Internetopties 7 x

Algemeen  Beveiliging Privacy Inhoud  Programma's  Geavanceerd

Certificaten

I kunt certificaten gebruiken voor versleutelde verbindingen en
ﬁ identificatie.

| S5L-status wissen ' Certificaten Certificeringsinstanties

e Selecteer het KNB kantoorcertificaat met daarin Verleend door “Globalsign
PersonalSign 2 CA”. Kies verwijderen.

LET OP: dat u niet het nieuwe certificaat verwijdert, deze herkent u aan de naam
“GlobalSign GCC R3 PersonalSign 2 CA”

Beoogd doeleinde: zAlle=
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Verwijderen via overige browsers

Let op Firefox gebruikt zjjn eigen certificaat store.

@ certmgr.msc

Microsoft Common Console-document
Werk en web doorzoeken

£ certrgr.msc - Zie werk- en

webresultaten

B certrngrmsc

Ga onderin naar zoeken en geef het volgende in: certmgr.msc
(Kan soms dichtgezet zijn door systeembeheer).

Bij Persoonlijk \ Certificaten vind je de KNB kantoorcertificaten.
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o Selecteer het KNB kantoorcertificaat met daarin Verleend door “Globalsign
PersonalSign 2 CA”. Kies verwijderen.
LET OP: dat u niet het nieuwe certificaat verwijdert, deze herkent u aan de naam:
“GlobalSign GCC R3 PersonalSign 2 CA”



