Moet de WID-scanner worden gebruikt bij digitale identificatie?

Bij digitale identificatie op afstand via het platform van de KNB kan de WID-scanner niet worden
gebruikt.

Artikel T9A Vbg2011 bepaalt:

Bij het vaststellen van de identiteit van de bij het verljjden van een akte voor de eerste maal voor de
notaris verschijnende personen, controleert de notaris het herm getoonde document als bedoeld in
artikel 1 van de Wet op de identificatieplicht op diefstal, vermissing, geldigheid en echtheid. De
notaris maakt hierbij voor zover mogelijk gebruik van hiervoor geschikte, door het bestuur
aangewezen apparatuur, programmatuur, applicaties en systermen.”’

Van het fysiek tonen van een identiteitsdocument aan de notaris op zijn kantoor is in zo'n geval
geen sprake. Controle van het identiteitsdocument van de cliént op echtheid via een WID-scanner
is dan niet mogelijk.

De toelichting op artikel 2 van het Reglement gebruik WID-scanner meldt daar het volgende over:
Als het niet mogelijk is een WID scanner te gebruiken die voldoet aan de eisen zoals ormschreven
in artikel 2 van dit reglerment, zoals bijvoorbeeld bij een storing, het passeren van een akte op
locatie of een andere sjtuatie die buiten de macht van de notaris ligt, dan is het aan te bevelen orm
een alternatieve wijze van het controleren van een identiteitsmiddel te gebruiken naast de
gebruikeljjke fysieke controle van het document. Hierbij moet gedacht worden aan technische
oplossingen waarbij bijvoorbeeld met een mobiele telefoon de echtheid van het document wordt
gecontroleerd door middel van het uitlezen van de NFC chip die in het document aanwezig is.’

Door toepassing van digitale identificatie via het platform van de KNB wordt het fysieke
identiteitsdocument dat voor digitale identificatie gebruikt wordt echter toch op echtheid
gecontroleerd. Met de gegevens die de notaris vervolgens ontvangt, kan de notaris bovendien een
controle op diefstal, geldigheid en vermissing uitvoeren via VIS.

Zie voor meer informatie over de WID-scanner en de verplichting daartoe ook de pagina op
NotarisNet: https://notarisnet.notaris.nl/wid-scanner.
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Wie doet wat in welke volgorde bij Digitale Client Identificatie (DCI)?

De digitale client identificatie is een asynchroon proces tussen notaris en cliént*.

1.

De notaris of kantoormedewerker maakt een digitaal identificatieverzoek aan voor een
client.

a. Hierin dient een keuze gemaakt te worden tussen het laten uitlezen van een fysiek
identificatiemiddel met optie tot het uitvoeren van een VIS-check, en/of het
identificeren middels een elDAS hoog middel.

De notaris of kantoormedewerker ontvangt direct na aanmaken van het verzoek een link,
welke verstrekt dient te worden aan de client middels de daarvoor gebruikelijke
correspondentiekanalen.

a. Hetis aan te raden, (bijvoorbeeld wanneer een cliént nog onbekend met digitale
identificatie is), de relevante informatie met betrekking tot de benodigde app mee
te nemen in deze correspondentie.

De cliént ontvangt het verzoek tot digitale identificatie, met daarbij tenminste de link om
digitaal te identificeren en eventueel aanvullende informatie.

De cliént bezoekt de link en doorloopt de digitale identificatie in een gesloten KNB web
omgeving. Afhankelijk van de keuze bij 1a:

a. Uitlezen fysiek identificatiemiddel: De client gebruikt de ReadlD Ready mobiele
applicatie om een fysiek identificatiemiddel uit te lezen.

b. elDAS hoog middel: De client gebruikt een elDAS hoog middel (bijvoorbeeld itsme
met bijpehorende mobiele applicatie) .

De cliént krijgt een overzicht van de identificatiegegevens welke verstrekt zijn aan de
notaris, en daarmee is de digitale identificatie voor de client afgerond.

De notaris of kantoormedewerker ziet in het overzicht dat het verzoek afgerond is, en kan
het bijbehorende rapport downloaden voor verwerking in het cliéntdossier. Daarmee is de
digitale identificatie voor de notaris afgerond.

Voor uitgebreide stappen in combinatie met schermafbeeldingen zie de gebruikershandleiding of
de animatie.

* Onderstaande stappen gaan uit van het gebruik van de KNB DCI web client in het notarisportaal.
In de toekomst kan dit mogelijkerwijs via een integratie met het eigen softwarepakket verlopen, dit
is afhankelijk van de betreffende softwareleverancier.



Wat heeft een cliént nodig voor Digitale Client Identificatie?

Afhankelijk van de keuze voor het digitale identificatie verzoek tussen het uitlezen van een fysiek
identificatiemiddel en/of het identificeren middels een elDAS hoog middel heeft een cliént het
volgende nodig:

1. Uitlezen van een fysiek identificatiemiddel:
Hiervoor wordt gebruik gemaakt van de ReadlD Ready mobiele applicatie. Zie het
uitgebreide stappenplan inclusief instructievideo: https://www.inverid.com/nl/readid-
ready-user

2. Identificeren via een 'elDAS hoog' middel
Op moment van schrijven is itsme het enige beschikbare elDAS hoog middel in Nederland.
Zie de uitgebreide uitleg inclusief instructievideo op: https://www.itsme-id.com/nl-NL
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